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[/ OBJETIVO

Determinar los factores que influyen en el propésito, objetivos y sostenibilidad de la organizacion, contemplando factores
internos y externos que afectan la capacidad para lograr los resultados previstos en el Sistema de Gestion de la Calidad
(SGC) ISO 9001:2015, el Sistema de Gestion de Seguridad de la Informacion (SGSI) ISO/IEC 27001:2022 y el Sistema
de Gestion de Centros de Contacto (SGCCC) ISO 18295-1:2017.

1. HISTORIAL DE CAMBIOS

Versién Descripcion de cambios Autor(es) Fecha de cambio
1 Version inicial. CHM Enero 2016
9 Se agrega el apartado de generalldadqs, e! pual describe los factores de los entornos CHM Abril 2016
en los cuales se desenvuelve la organizacion.
3 Cambio de responsables, eliminacion de apartados no aplicables ISM / MAH Abril 2017

Modificacion al objetivo del documento, eliminacion del apartado de
responsabilidades, inclusion del apartado VIl y VIII donde se coloca el anélisis del

4 contexto por medio de un FODA, asi mismo también se incluyeron las conclusiones MAH Enero 2018
de todo el anélisis.

5 Adecuacién al 2020, tomando en cuenta el entorno general y los procesos actuales MAH Marzo 2020

6 Adecqacpp al 2021 , copgderando el ent:3rno gengral y” de cada proceso de la JCBH Enero 2021
organizacion y actualizacion del cuadro de “Autorizaciones”.
Se anexo la metodologia para el analisis de las cuestiones internas y externas,

7 (andlisis FODA), y la metodologia para la determinacion y actualizacion de las partes YKT Mayo 2022
interesadas y sus requisitos.

8 Se actualizaron los analisis FODA de cada proceso operativo y administrativo. SSA Agosto 2022

9 Se actualizaron los analisis FODA de cada proceso operativo y administrativo. SSA Marzo 2023

10 Se actualizo la comprensién de las necesidades y expectativas de las partes SSA Febrero 2024

interesadas.
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IV.

Se actualizaron los anélisis FODA de cada proceso, adicional se generéd un FODA
general. Se elimind matriz de partes interesadas y se sustituye por LIS GSI 009
Matriz general de partes interesadas

Se actualizaron los analisis FODA, se incluye cambio climatico

Se incluye el enfoque hacia la experiencia del cliente, la proteccién de datos durante
las interacciones, la atencion ética y profesional, y la relacion con el cliente
contratante conforme a las ISO 18295-1:2017.

Se actualizo la informacion del analisis FODA del Sistema de Gestion de Seguridad
de la Informacion, incorporando nuevos factores internos y externos identificados
durante el periodo de revision. La actualizacion garantiza que el documento refleje
con exactitud el contexto vigente de la organizacion y mantiene la alineacion con los
requisitos del capitulo 4.1 de la norma ISO 27001. No se realizaron modificaciones
adicionales al contenido estructural del documento.

ABREVIACIONES Y DEFINICIONES

Abreviaciones:

DGE Director general / Director general Adjunto
GAD Gerente Administrativo
CSG Coordinador de Sistemas de Gestion
N/A  No aplica
SGC Sistema de Gestion de Calidad
SGSI  Sistema de Gestion de Seguridad de la Informacién

Definiciones:

Contexto de la organizacion:

V.

organizacion para el desarrollo y logro de sus objetivos.

CSG

CSG

GAD

GAD

Mayo 2024
Septiembre 2024

Abril 2025

Octubre 2025

Combinacién de cuestiones internas y externas que pueden tener un efecto en el enfoque de la

Parte interesada:  Persona u organizacion que puede afectar, verse afectada o percibirse como afectada por una decision

0 actividad.

Proposito:  Finalidad u objetivo de la existencia de la organizacion, tal como lo expresa la alta direccién.

GENERALIDADES

Para establecer nuestro contexto es necesario:

|dentificar el contexto externo teniendo en cuenta:

o Factores del entorno cultural, politico, legal, normativo, financiero, econdmico, de mercado, tecnoldgico, social y

de la competencia, ya sea nacional, regional o local.
e Las necesidades y expectativas de nuestras partes interesadas.

Contemplar al contexto interno:
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Las capacidades de la organizacion en términos de recursos y conocimientos.
Los flujos de informacién y los procesos de toma de decisiones.

Los clientes internos.

Los objetivos y las estrategias definidas para alcanzarlos.

El propésito, vision, los valores corporativos y la cultura de la entidad.

Sus politicas y procesos.

Las normas, estandares y modelos de referencia adoptados por la organizacion.
Las estructuras internas (organigramas, roles y responsabilidades).

VI. METODOLOGIA DE ANALISIS FODA

Las siglas FODA son un acrénimo de las palabras fortalezas, oportunidades, debilidades y amenazas, es una herramienta
que permite diagnosticar la situacion estratégica en que se encuentra una empresa, a través del analisis de los factores
internos y externos, a fin de desarrollar un plan o estrategia para la mejora de la organizacion.

Conformidad de equipo de trabajo

Se debe de crear dos grupos para generar las ideas relacionadas al analisis FODA, estas deben de contemplar a los
duefios de proceso, coordinadores y/o personal que se considere estratégico para este analisis.

Equipo de trabajo:

v Equipo 1: Se debe de conformar de la directiva, gerentes, responsables de procesos sustantivos y de apoyo.
v Equipo 2: Se debe de conformar por personal operativo de los procesos sustantivos y de apoyo.

Lluvia de ideas

v’ Se debe de conformar por personal operativo de los procesos sustantivos y de apoyo.

v' Entrega post-it para que dentro de cada uno de estos escriban las cuestiones internas y externas.
v" Entrega de lista identificada para realizar el posterior analisis.

v"Alguna otra actividad que facilite la entrega de la informacion.

Analisis FODA

Se identifican cuales son las ventajas sobre otras empresas, es decir, los puntos positivos que

FORTALEZAS te ayudaran a alcanzar tus objetivos a futuro mediante las cuales se pueda crear una estrategia.

Los puntos débiles que se necesitan corregir y aquellos que descalifican a la organizacion para

DEBILIDADES tomar alguna oportunidad, se deben de analizar todos los factores que te pueden perjudicar.

Las oportunidades viables con los que cuenta la organizacidn, se deben considerar los

OPORTUNIDADES o L
elementos que no esté bajo el control de la organizacion, pero que pueda ayudar a la empresa.

Las amenazas mas fuertes y las estrategias para su eliminacion, hay que considerar todos los

AMENAZAS A
que puedan amenazar la sobrevivencia de la empresa.

Clasificacion
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Se ordena segun su relacion para poder reducir el cimulo de ideas y colocar frente a cada uno el nimero de veces que

se repitio la idea.

Estrategia

e Estrategia DO: La estrategia DO (Debilidades —vs- Oportunidades), intenta minimizar las debilidades y maximizar

las oportunidades.

o Estrategia DA: La estrategia DA (Debilidades —vs- Amenazas), es el de minimizar tanto las debilidades como las
amenazas, la estrategia creada debe de evitar el efecto o posible consecuencia negativa que ese detecte.

o Estrategia FO: La estrategia FO (Fortalezas -vs- Oportunidades). Se deben utilizar las fortalezas, utilizando
recursos para aprovechar las oportunidades detectadas.

o Estrategia FA: Esta estrategia FA (Fortalezas —vs- Amenazas), se basa en las fortalezas de la organizacion que
pueden ayudar a enfrentar las amenazas del contexto externo. Su objetivo es maximizar las primeras mientras

se minimizan las segundas.

Seguimiento a estrategias

Se debe de analizar las estrategias propuestas para unificarlas o resumirlas segun los requisitos de cumplimiento que

requieran.

Los elementos resumidos se unificaran en los planes de accion creados para activar las acciones del seguimiento de las

estrategias.

VI. CONTEXTO EN CUANTO A GESTION DE LA CALIDAD Y SEGURIDAD DE LA

INFORMACION

octubre 2025

COBRANZA PUNTA A PUNTA

F

FORTALEZAS

* Certificacion de personal en CONOCER.

* Experiencia en el rubro del negocio.

* Experiencia de los lideres del proceso

« Adaptacién al cambio (Cambios
solicitados por el cliente).

« Trabajo en equipo.

O
l

OPORTUNIDADES

« Licitacién puiblica.

« Nuevas tecnologias.

* Nuevos controles de seguridad de la
informacion.

« Cambio de gobierno

D " A
|

AMENAZAS

* Rotacion de personal. * Cierre de ventanillas del cliente.
* Sistema de control eficaz de gastos y « Cierre de juzgados y oficinas de gobiern

del proceso. * Falta de pago oportuno del cliente.

« Mejor oferta laboral de la competencia. ~ » Cambios en personal administrativo del
* Resistencia al cambio. cliente.

« Licitacién pablica.
* Cambio de gobierno.
« Competencia desleal

0.
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INVESTIGACION DE CREDITO

FORTALEZAS

Experiencia/ profesionalismo en
lideres y operativos.
Adquisiciones de nuevos clientes y
nuevos servicios.

Servicio al cliente (Atencion
personalizada).

Cobertura a nivel nacional.
Segmentacion de funciones y
responsabilidades.

Calidad en el servicio.

OPORTUNIDADES

Captacion de nuevos clientes.

diversificacién de servicios.

Nuevas tecnologias para automatizar
procesos (Sistema ERP).

Impulsar otorgamiento de créditos
bancarios

Nuevos servicios a clientes existentes/

* Tiempos de entrega prolongados.

* Falta de seguimiento a los monitoreos.

* Personal reactivo (Poco proactivo).

AMENAZAS

Proceso de digitalizacion en la documentacion del
RPPYC.

Cambios en los procesos internos del RPPyC.
Pérdida de clientes.

Nivel de exigencia de los clientes.

Aumento de costos en los procesos externos.
Menores tiempos de la competencia.

Cierre de oficinas gubernamentales (citas).
Inseguridad.

Cambio de gobierno

Solicitud de baja de tarifas por parte del cliente

RECUPERACION DE CARTERA

FORTALEZAS

Generacion de ahorro en los gastos
operativos (cambiando los medios de
contacto o interacciones con el cliente,
en vez de visitas, llamadas.

Niveles de rotacion bajos.

Experiencia en cartera se cambia por
“Experiencia en modelos de cobranza
preventiva y vencida’.

Plataforma de call center integral y
versatil.

OPORTUNIDADES

« Diversificar proyectos en centros de

contacto.

* Implementar norma ISO 18295-1.
* Captacion de nuevos clientes.

* Recurrencias en pago al personal

(No hay calendarizacion para pago

de comisiones).
Comunicacion con otras éreas.

AMENAZAS

« Falta de pago por parte del cliente.
« Cambio de personal administrativo del

cliente

* Flujo de efectivo del pais.




TIPO DOCUMENTO:
Documento controlado

CONTEXTO DE LA oo,

ORGANIZACION DOC CAL 001

VERSION:
14

ULTIMA REVISION: octubre 2025 REVISO: GAD AUTORIZO: DGE Pagina 7 de 11

octubre 2025 ,

* Tiempos de entrega. * Mayor cobertura territorial. * Rotacion de personal. * Fallaen lared Telcel.

* Crecimiento en zonas de cobertura. * Ampliar plantilla en otros estados. * Personal foraneo con tiempos * Falla en los servidores del ERP.

* ERP interno. * Ampliar mercado comercial disponibles limitados. * Inseguridad.

* Capacidad de adaptacion a los * Innovaciones tecnoldgicas. * Comisiones diferenciales por servicio. * Distancias en las rutas.

requisitos del cliente. « Captacién de nuevos clientes « Asignacién a consideracion del cliente.

* Comunicacion asertiva con el cliente. * Falta de informacion de los titulares.

octubre 2025

CONTABILIDAD Y TESORERIA

FORTALEZAS OPORTUNIDADES AMENAZAS

* Actualizacién en materia fiscal y Comunicacién con otras areas. Liquidez de los clientes.

* Trabajo en equipo..

. contable. * Procesos burocréaticos entre areas. * Fallas en plataforma de SAT.
* Segmentacién de actividades por " .
* Trato directo con clientes (cobranza * Facturas retrasadas (Falta de  Fallas en plataformas bancarias y/o de
competencias. P ; .
efectiva). notificaciones o evidencias de clientes.
* Conocimiento en ASPEL. compras/viaticos en tiempo). * Proceso electoral.

Cambios en personal administrativo del
cliente.
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RECURSOS HUMANOS

FORTALEZAS

Comunicacién dentro del area.
Liderazgo.

Trabajo en equipo..

Respeto.

Compromiso con los resultados.
Profesionalismo.

OPORTUNIDADES

* Ferias de empleo
* Conocimiento en cambios en STPS
* Teletrabajo / Hibrido

* Comunicacién y retroalimentacion con

sucursales foraneas.
« Falta de actividades en desarrollo
organizacional

SISTEMAS

AMENAZAS

Competencia con mejores ofertas
laborales.

Informacién poco confiable de los
candidatos.

Fuga y robo de talento.

FORTALEZAS

Sistema de tickets

Certificado de seguridad

Desarrollo a la medida
Infraestructura suficiente

Sistemas de gestion de la calidad y de
seguridad de la informacién.

OPORTUNIDADES

Acceso facil a tutoriales y cursos
Aplicaciones de cédigo abierto mas
estables

Mas proveedores de Tl
Aplicaciones en la nube
Infraestructura para trabajo a
distancia.

Comunicacién entre Tly las demas
areas.

Seguimiento de los tickets

Falta de analisis causa raiz sobre
incidentes recurrentes

Falta de prevencion y planeacién
Falta del sentido de responsabilidad y
urgencia.

AMENAZAS

Actualizacion de aplicaciones y
lenguajes nuevos de programacion
Actualizacion en el tipo de cambio
(dlar)

Ciberdelincuentes.

Nuevas amenazas tecnoldgicas.
Falla de servicios de internet.
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SEGURIDAD DE LA INFORMACION

FORTALEZAS

Certificados en la norma UNE-ISO/IEC
27001:2013.

Sé asignan recursos para preservar la
Confidencialidad, Integridad y
Disponibilidad de la Informacién.

3 Centro de Datos Espejo.

Servidores propios.

OPORTUNIDADES

Tercerizar algunos servicios para
fortalecer la seguridad de la
informacién.

Prospeccién de nuevos clientes por la
certificacion en ISO 27001.

Mejoras constantes en la seguridad de
la informacion.

Nueva version de la norma ISO 27001,
ahora la version 2022.

Falta de comunicacién entre sucursales
foréneas y el area de sistemas.
Resistencia al cambio por parte del
personal.

Controles de seguridad para evitar
pérdida y divulgacion de la
informacién.

Seguimiento del Sistema de Gestion de
la Seguridad de la Informacion.

FODA GENERAL

AMENAZAS

Cambios en el marco legal, regulatorio y/o
contractual.

Cualquier amenaza externa que altere la
confidencialidad, integridad y
disponibilidad de la informacién
(Ciberataques/ ciberdelincuencia).
Inseguridad y delincuencia en varios puntos
de la repiblica donde operamos.

Debido al crecimiento en del uso de la
tecnologfa, aumenta el riesgo por ataques
informaticos.

Cambio climatico

FORTALEZAS

Certificados en la norma ISO
9001:2015 e ISO 27001:2013.
Personal especializado.
Infraestructura tecnolégica.
Proveedores diversificados.

OPORTUNIDADES

« Nuevas tecnologias.

« Captacién de nuevos clientes.

« Trato directo con clientes para una
cobranza efectiva.

* Atencion personalizada por cliente

.

Rotacion del personal.

Falta de comunicacion entre areas.
Resistencia al cambio.

Personal reactivo y no proactivo.
Proveedores asignados por clientes.
Flujo de efectivo

AMENAZAS

Cierre de oficinas gubernamentales.
Falta de pago oportuno por parte de
algunos clientes.

Cambio de personal en la plantilla de
algunos clientes.

Nuevas amenazas tecnoldgicas.
Inseguridad publica.

Cambio de gobierno

Fluctuacion del dolar

Cambio climatico
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COMPRAS

F

FORTALEZAS

* Tiempos y proveedores establecidos.

* Proveedores fijos con costos
preferenciales.

* Proveedores con disponibilidad
nacional.

« Diversidad proveedores.

O

|

D

OPORTUNIDADES

proceso de compras.

A
l

AMENAZAS

* Plataformas tecnolégicas para agilizar * Comunicacién con otras areas (No * Crisis econdmica.

conocen el proceso). * Tipo de cambio (Alza del délar).

seleccionar el mejor producto y * Diferencias en tiempos de pago a

servicio.

proveedores y cobro a clientes

* Potenciar las relaciones comerciales. * Proveedores asignados por los clientes e Proveedores foraneos limitados.
* Diversidad de proveedores para (En algunos casos).

VIl. METODOLOGIA PARA LA COMPRENSION DE LAS NECESIDADES Y
EXPECTATIVAS DE LAS PARTES INTERESADAS

IDENTIFICAR

e Grupo: se refiere al grupo de interés que pertenece, este debe ser interno y externo

Externo

-Cliente. -Legal.
-Competencia.  -Politico.
-Ecolégico. -Socio-cultural.
-Econdmico. -Tecnoldgico.

Interno

-Conocimientos del personal.
-Cultura organizacional.
-Desempefio de la organizacion.

o Nombre: Nombre de las partes interesadas o proceso.

DETERMINAR

-Entrada y salidas de proceso.
-Objetivos.
-Desempefio de la organizacion.

o Lanecesidad donde se describe todos los requisitos que necesitan para ejecutar el proceso y realizar el trabajo.
e Las expectativas de lo que la empresa eligio entregar adicional a lo requerido. (valor agregado).

REVISION

Seguimiento a las actividades que se realizan para cumplir las necesidades y expectativas o el nombre de la evidencia

de la informacion documentada.
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IX. COMPRENSION DE LAS NECESIDADES Y EXPECTATIVAS DE LAS PARTES

INTERESADAS

Debido a su efecto potencial en nuestra capacidad para proporcionar regularmente productos y servicios que satisfagan
los requisitos del cliente, los legales y los regulatorios aplicables, se han determinado las partes interesadas y sus
requisitos en el documento LIS GSI 009 Matriz general de partes interesadas

| X CONCLUSIONES

Derivado de nuestros andlisis anteriores, podemos evidenciar que, si bien es cierto que tenemos debilidades y posibles
amenazas, Somos una organizacion estable y con diversas fortalezas que se reflejan en el avance financiero como en el
organizacional que estamos teniendo, asi como aprovechando al maximo todas las oportunidades que se nos presenten,
amenazas y oportunidades se documenta su identificacion, tratamiento y cierre a través de la Matriz de riesgos y
Oportunidades para el SGC y SGSI FOR CAL 016 y el formato plan de tratamiento de riesgos y oportunidades del
SGC y SGSI FOR CAL 017 .

Somos conscientes de las debilidades detectadas en los analisis anteriores, por lo que dia a dia las estamos trabajando
para que segun sea el caso se mitiguen o disminuyan, todos nuestros cambios o mejoras seran documentados y
declarados en el SGC, SGSI y/o SGCCC.




