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Perfiles de puesto

Actividades

Duefios de Proceso Operativos
Gerente de Recursos Humanos
Encargado de Contabilidad y

Director General / Directora
Tesoreria

Coordinador de Sistemas de
General Adjunta

Gerente Administrativo
Gestion

Auxiliares Operativos
Auxiliares Administrativos
Guardias de Seguridad

Coordinador de Tl

4. Contexto de la organizacion

4.1 |Comprension delaorganizaciony desu contexto A R C C C C C | | |

4.2 |Comprension de las necesidades y expectativas de las partes interesadas A R C C C C C | | |

4.22) Deter.minar las Partes int.e’resadas queson relevantes para el sistema de gestion de A A c c R c c | | |
seguridad delainformacion

4.2 b) | Determinar los requisitos de estas partes interesadas A A C C R C C | | |

4.3 | Determinacion del alcance del sistema de gestion de seguridad de lainformacion RA A C A | | | | | |

Establecer, implementar y mejorar de manera continua un sistema de gestién de
seguridad de lainformacion

4.4

5. Liderazgo
5.1 |Liderazgoycompromiso A C C R C C C | | |
5.2 | Politicade Seguridad delaInformacion R R C RA C C C | | |
5.3 |Roles, responsabilidadesy autoridades en la organizacion RA C C A C R C | | |

6. Planificacion

6.1 Acciones para tratar riesgos y oportunidades

6.1.1 |Consideracionesgenerales RA R C C C C C | | |
6.1.2 |Apreciacion deriesgos de seguridad de lainformacion RA R C C C C C | | |
6.1.3 |Tratamiento delosriesgos de seguridad de lainformacidn R C RA A C C C | | |

A C C C | | |

6.2 | Objetivos deseguridad delainformacidn y planificacidn parasu consecucién R A C

7.1 |Recursos R C C A C C C | | |
7.2 |Competencia A C C A C R C | | |
7.3 | Concientizacién A R C A C C C | | |
7.4 | Comunicacién A RA C A C R C | | |

7.5 Informacion documentada

7.5.1 |Consideracionesgenerales A R C C C C C | | |
7.5.2 |Creacidny actualizacidn A R C C C C C | | |
7.5.3 |Control delainformacién documentada A R C C C C C | | |
8. Operacion
8.1 |Planificaciény control operacional A A R C C C C | | |
8.2 | Apreciacién delosriesgos de seguridad deinformacion A A R C C C C | | |
8.3 |Tratamiento delosriesgos de seguridad deinformacion A A R C C C C | | |
9.1 |Seguimiento, medicién, andlisisy evaluacién A R C C C C C | | |
9.2 |Auditorialnterna A R C C C C C | | |
9.3 |Revisién porlaDireccién C A C RA C C C | | |
10. Mejora
10.1 |No conformidad y acciones correctivas A R C A C C C | | |
10.2 |Mejoracontinua A A C R C C C | | |
R: RESPONSABLE C: CONSULTADO

A: APROBADOR I: INFORMADO



