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4.1 Comprensión de la organización y de su contexto A R C C C C C I I I
4.2 Comprensión de las necesidades y expectativas de las partes interesadas A R C C C C C I I I

4.2 a)
Determinar las partes interesadas que son relevantes para el sistema de gestión de 
seguridad de la información

A A C C R C C I I I

4.2 b) Determinar los requisitos de estas partes interesadas A A C C R C C I I I

4.3 Determinación del alcance del sistema de gestión de seguridad de la información RA A C A I I I I I I

4.4
Establecer, implementar y mejorar de manera continua un sistema de gestión de 
seguridad de la información

RA R C A C C C I I I

5.1 Liderazgo y compromiso A C C R C C C I I I
5.2 Política de Seguridad de la Información R R C RA C C C I I I
5.3 Roles, responsabilidades y autoridades en la organización RA C C A C R C I I I

6.1.1 Consideraciones generales RA R C C C C C I I I
6.1.2 Apreciación de riesgos de seguridad de la información RA R C C C C C I I I
6.1.3 Tratamiento de los riesgos de seguridad de la información R C RA A C C C I I I

6.2 Objetivos de seguridad de la información y planificación para su consecución R A C A C C C I I I

7.1 Recursos R C C A C C C I I I
7.2 Competencia A C C A C R C I I I
7.3 Concientización A R C A C C C I I I
7.4 Comunicación A RA C A C R C I I I

7.5.1 Consideraciones generales A R C C C C C I I I
7.5.2 Creación y actualización A R C C C C C I I I
7.5.3 Control de la información documentada A R C C C C C I I I

8.1 Planificación y control operacional A A R C C C C I I I
8.2 Apreciación de los riesgos de seguridad de información A A R C C C C I I I
8.3 Tratamiento de los riesgos de seguridad de información A A R C C C C I I I

9.1 Seguimiento, medición, análisis y evaluación A R C C C C C I I I
9.2 Auditoría Interna A R C C C C C I I I
9.3 Revisión por la Dirección C A C RA C C C I I I

10.1 No conformidad y acciones correctivas A R C A C C C I I I
10.2 Mejora continua A A C R C C C I I I

10. Mejora

4. Contexto de la organización

5. Liderazgo

6. Planificación

7.  Soporte

8. Operación

9. Evaluación del desempeño

6.1 Acciones para tratar riesgos y oportunidades

7.5 Información documentada

Perfiles de puesto
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